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 History of Change (Release Note)

	Version
	Date
	Changes
	Author

	1.0
	01-13-2005
	Initial Creation 
	Sünkler, G

	1.1
	01-13-2005
	Changes to M2
	Sünkler, G

	1.2
	01-26-2005
	Changes to M3
	Jaeger, R

	1.3.1
	03-11-2005
	Changes to SMR4
	Riebel, M

Taeschner, C

	1.3.2
	03-24-2005
	NA01083099 added
	L. Faulhaber

	1.4
	03-31-2005
	SMR-4: General Availability 
	L. Faulhaber

	1.4.0
	04.29-2005
	1.CV for SMR-4: General Availability 
	L. Faulhaber

	1.4.1
	05-09-2005
	Minor corrections 
	G.Sünkler

	1.5.0
	05-12-2005
	Changes to SMR5
	L. Faulhaber

	1.5.1
	05-25-2005
	Minor corrections to eeQS
	Taeschner, C

	1.5.2
	06-17-2005
	SMR-5: General Availability
	L. Faulhaber

	1.5.3
	07-12-2005
	1.CV for SMR-5: 
	L. Faulhaber

	1.5.4
	08-03-2005
	2.CV for SMR-5: 
	L. Faulhaber

	1.6
	08-22-2005
	SMR-6: eeQS
	L. Faulhaber

	1.6.1
	09-09-2005
	SMR-6: General Availability
	L. Faulhaber

	1.6.2
	10-19-2005
	1.CV for SMR-6
	L. Faulhaber


2 Security Policy (Microsoft related)

WBM functionality is approved for the following operation systems:

Operating System:
Windows 2000 professional
Windows 2000 Server
Windows XP
Windows 2003 Server

Hardware and Software Compatibility
2.1 Hardware revisions supported:

	Board
	Description
	Product Revision

	HXGM3
	HG1500-board for HiPath 3700/3750

T-Octopus F 600
	S30810-Q2942-X-5, -6, -7

	HXGR3
	HG1500-board for HiPath 3300/3500

T-Octopus F 200 19"/400 19"
	S30810-Q2943-Z-1

	HXGS3
	HG1500-board for HiPath 3350/3550

T-Octopus F 200/400
	S30810-Q2943-X-5, -6, -7

	STMI2
	HG1500 board for HiPath 3800

T-Octupus F 650
	S30810-Q2316-X100-1, -2

	PDM1 Module
	Module for enhanced 8 DSP channels
	S30807-Q5692-X100-4, -5


2.2 Software revisions supported:

General *:

	Software
	Product Revision / Name

	Netscape Communicator
	Not supported

	Microsoft Internet Explorer
	Version 5.5 or 6.0

(For V5.5 additionally the XML Parser DLL V3.0 SP04 is needed)

	Java 2 Runtime Environment
	1.3.1

1.4.2

	MIB for HG1500 V3.0 for H3KV5
	MIBS.HI-G15.56.002.zip

	Online help for HG1500 V3.0 for H3KV5
	hg1500v30_for_h3kv50_wbmhelp_deen_to_DEV_041201.zip

	WST-Tool for HG1500 V3.0 for H3KV5
	HiPathWST.debug.HI-G15.56.005.zip

	Firmware for HiPath HG1500 V3.0 for H3KV5
	FW-HXG3-V1.0-04.02.02.bin


Software revisions supported for Siemens *:

	Product Revision
	Sachnummer
	Version

	HiPath 3300/3500/3700 V5.0

HiPath 3350/3550/3750 V5.0
	P50038-P1054-A816-6 
	SMR  6 / HE600B.06.774

and higher

	HiPath 3800 V5.0
	P50038-P1053-A816-6
	SMR  6 / HE600B.06.774 
and higher

	Siemens HiPath 3000 Manager E
	P30152-P1169-P4-5
	HA600B.50.167

	Siemens HiPath 3000 Manager C
	P50038-P1581-A1-5
	HA600B.50.167

	Siemens HiPath 3000 Manager U
	P50038-P1582-A1-5
	HA600B.50.167

	DB Feature Server
	P30152-P1169-P5-5
	HV600B.50.167

	HiPath 5000 RSM Image
	P50038-P1050-A1-7
	HiP5000SMR6.zip

	OptiClient Attendant
	P50038-P1507-A7-5
	Version 7.0.5

	OptiClient 130
	P30152-P1206-P1-3
	Version 5.0.13.0000

	OptiPoint 400
	
	V.5.1.7

	OptiPoint 410
	
	V 5.1.5

	OptiPoint 420
	
	V 5.1.5

	OptiPoint 600 (UP0)

Optipoint 600 IP
	
	V 2.7.15

V 5.1.11

	Tapi 120
	P30370-P270-A-11
	2.0.47.0000

	Tapi 170
	P30370-P271-A-17
	2.0.47.0000

	PCM
	
	Build 2.0.09.0000

	HPCO
	
	Version 1.3, Build 4564

	GetAccount
	
	Build 1.1.09.0000

	IVM V2.0
	P50038-P0101-A2-02
	HE200V.03.130E02 (1.CV)

	EVM
	P30152-P1159-P1-8
	V. 7.36


Software revisions supported for DTAG *:

	Product Revision
	Sachnummer
	Version

	T-Octopus F200 19’’/400 19" V5.0

T-Octopus F200/400/600 V5.0
	P50038-P1054-T816-6
	SMR  6 / HE600B.06.774

and higher

	T-Octopus F650 V5.0
	P50038-P1053-T816-6
	SMR  6 / HE600B.06.774
and higher

	KC-Manager
	P50038-P1575-A1-30
	HA600B.50.167

	T-Manager 
	P50038-P1576-A1-30
	HA600B.50.167

	K-Manager 
	P50038-P1577-A1-30
	HA600B.50.167

	DB-Feature Server
	   
	HV600B.50.167

	T-Octopus F V5.0  IP-Netpackage     
	P50038-P1050-T1-07
	Ipnetsmr6.zip

	PC AFT F V7.0
	P50038-P1507-T7-5
	Version 7.0.5

	OctoClient 130 V5.0
	P30152-P1206-P1-3
	Version 5.0.13.0000

	T-Octophon F30 IP
	
	V.5.1.0

	T-Octophon F10 / F20 / 30 /40
	
	Alle freigegebenen Ausgaben

	T-Octophon F11 / F21 / 31 /41  IP
	
	V 5.2.4

	T-Octophon F41 IP SL
	
	V 5.2.4

	T-Octophon F50 (Up0)

T-Octophon F50 IP
	
	V 2.7.15
V 5.1.11

	Tapi 120
	P30370-P270-A-11
	2.0.47.0000

	Tapi 170
	P30370-P271-A-17
	2.0.47.0000

	PCM
	
	Build 2.0.09.0000

	T-Octopus F ComCenter ACD F-Komfortpaket V1.3
	
	Version 1.3, Build 4564

	GetAccount
	
	Build 1.1.09.0000

	IVM  V2.0
	P50038-P0101-A2-02
	HE200V.03.130E02 (1.CV)

	EVM
	P30152-P1159-P1-8
	V. 7.36


*) The products and software issues for additional components mentioned in the tables above have to be seen as a list of finally tested products. There are further products and software issues which can be connected. For such products please refer to their own release and change notes respectively their system overlapping documentation.
2.3 Compliant Products:

	
	
	Version

	HiPath 3000
	HiPath 3000 V5.0 
	see on top


3  Release Version History
List of all released SW:

	Load Set
	Date Created
	Remarks

	P30152-P1187-P1-02 / HI-G15.52.003-001

P30152-P1188-P1-02 / HI-G15.S2.003-001
	2004-12-17
	APS - M2

	P30152-P1187-P1-02 / HI-G15.52.004

P30152-P1188-P1-02 / HI-G15.S2.004
	2005-01-31
	APS - M3

	P30152-P1187-P1-03 / HI-G15.54.004
P30152-P1188-P1-03 / HI-G15.S4.004
	2005-03-31
	APS - SMR4

	P30152-P1187-P1-03 / HI-G15.54.006

P30152-P1188-P1-03 / HI-G15.S4.006
	2005-04-29
	APS - 1.CV - SMR4

	P30152-P1187-P1-04 / HI-G15.55.002

P30152-P1188-P1-05 / HI-G15.S5.002
	2005-06-17
	APS - SMR5

	P30152-P1187-P1-04 / HI-G15.55.003
P30152-P1188-P1-05 / HI-G15.S5.003
	2005-07-12
	APS -  1.CV - SMR5

	P30152-P1187-P1-04 / HI-G15.55.005
P30152-P1188-P1-05 / HI-G15.S5.005
	2005-08-03
	APS -  2.CV - SMR5

	P30152-P1187-P1-05 / HI-G15.56.002

P30152-P1188-P1-06 / HI-G15.S6.002
	2005-09-09
	APS - SMR6

	P30152-P1187-P1-05 / HI-G15.56.005
P30152-P1188-P1-06 / HI-G15.S6.005
	2005-10-19
	APS -  1.CV – SMR6


Changes 

3.1 Implemented Change Requests

	CR – Number
	MR
	Summary

	
	
	


3.2 Problems fixed

3.2.1 1.CV - Dependencies to other Products

	ICTS Ticket
	MR
	Summary
	Product

	NA01452573
	G42280
	Payload lost at begin of ext. call - early DMC

Remark: Only optipoint 400 has a little drop out of < 250ms after 1sec.
	HE600S.07.8xx  SMR 7

	
	G52335 
	USA: no speech path to the VM after blind-transfer and RNA
	HE600S.06.789  SMR 6, 2. CV

	
	
	
	


3.2.2 1. CV:
	ICTS Ticket
	MR
	Summary

	NA01443476
	G40256
	VCAPI: choppy speech to TDM

	NA01500530
	G46965
	NetMeeting with HiPath 3800 and HG 1500 V5.0 doesn't work

	NA01506059
	G47477
	STMI2: more then 16 chan. open ->no payload

	NA01560741
	G42355
	No Payload to IVM in sec. node at busy MULAP

	NA01573824
	G50926
	Hanging DSP

	NA01504851
	G46965
	Clientlicenses arenot released after H323client relogon

	RT1829380
	G54141
	STMI DSP's locking up, resources unavailable 

	
	G30044
	Codec usage in conference call

	
	G44159
	HG Resets on Netmeeting with Memory Allocation Error

	
	G47130
	HG Resets on Netmeeting with Processor Exception

	
	G47438
	Connection lost between  HiPath 3000 - HiPath 4000

	
	G51691
	SNMP Request on startup causes Processor exception

	
	
	

	
	
	


4 Outstanding customer problems 

	ICTS Ticket
	MR
	Summary
	Notes

	
	G48477
	AnalogFax to V Capi Fax:connection is not established viaLAN
	VCAPI doesn't work for FAX

	
	G53817
	Processor Exception Reboot on 
VCAPI
	VCAPI Data cause sometimes a reboot


5 Important information

In this section important informations are mentioned for administration and operation of the gateway.

5.1 Software upgrade

5.1.1 Save Configuration before the software upgrade

1. Before performing the SW upgrade, please ensure that the present configuration data is saved.

2. Upgrade the software as mentioned in the handbook.

Note: During the SW upgrade process, once the SW had been successfully downloaded to the GW and activated, please wait at least 1 minute for the process to commence. Reason being the SW had been saved to ramdisk and takes sometime for it to be written to the TFFS flash system, before the actual SW upgrade process commences.

5.1.2 Reactivate SNTP Server after the software upgrade
After upgrading SMR 5 to SMR 6 with activated SNTP Server functionality on HG1500, SNTP is deactivated and needs to be reconfigured manually. (Explorer -> Basic Settings -> SNTP Settings -> "up")

5.2 CHAP configuration for PSTN Partner settings

The CHAP authentication works in several combinations. Check beneath table for proper configuration possibilities. 

	HXG3
	Teleworker-PC or HXG3
	Connection State

	CHAP not used
	CHAP not used
	up

	CHAP not used
	CHAP Client
	up

	CHAP not used
	CHAP Host
	down

	CHAP not used
	CHAP Client and Host
	down

	CHAP Client
	CHAP not used
	up

	CHAP Client
	CHAP Client
	up

	CHAP Client
	CHAP Host
	up

	CHAP Client
	CHAP Client and Host
	up

	CHAP Host
	CHAP not used
	down

	CHAP Host
	CHAP Client
	up

	CHAP Host
	CHAP Host
	down

	CHAP Host
	CHAP Client and Host
	down

	CHAP Client and Host
	CHAP not used
	down

	CHAP Client and Host
	CHAP Client
	up

	CHAP Client and Host
	CHAP Host
	down

	CHAP Client and Host
	CHAP Client and Host
	up


5.3 Online Help

For a quick support a link to an online help file can additionally be set in the HG1500 V5.0. The configuration can be made at Explorer -> Basic Settings -> Online Help Directory. The necessary datas should be unzipped to the root directory of a reachable web- or you use protocol type ‘file’ and link to a released windows directory with the unzipped  datas. 

Attention: The online help subfolders must not be changed!
 

5.4 HiPath 3000 V5.0 with HG1500 V3.0 for H3KV5– sporadically reverb/echo with acoustic bypass

Problem: 
A HiPath3000 V5.0 with HG1500 V3.0 for H3KV5 may cause reverb/echo under circumstances given below:

· Sation A and Station B are in the same room which means they can hear each other.

· At least one station has to be an IP phone or one station must be reachable over an IP connection.

If this problem occurs depends also on the acoustic circumstances at the customer. (e.g.: Two stations are additionally to the phone connection connected by a room connection. (Head/secretary with opened door) The problem occurs on the IP phone side.

This behaviour could not be recognized with HG1500 V2.0

Reason: 
This error is caused by longer singalruntimes at IP connections. It is likely that this was moderated by the old LEC (Line Echo Canceller) of HG1500 V2.0. Signals beneath a specific level had been suppressed generally. 


This behaviour degrades the quality of background noises at normal phone talks which is therefore unwanted.


The EC of the HG1500 V3.0 for H3KV5 cannot deny the described phenomenon because it (conditionally on the system) can only suppress echos (which means: an echo of the signal that is sent from one station comes back), but not more-way-phenomenons like the described.

Resolution:
None so far with the current HW/SW-structure.

5.5 PPPoE Configuration

The figure below shows an example PPPoE Configuration for this scenario. Settings my vary depending on the provider or customer requirements!
DSL-Parameter

IP Parameters 

	Remote IP Address of the PPP Connection:
	10.1.1.2

	Local IP Address of the PPP Connection:
	10.1.1.1

	Maximum Data Packet Size (Byte):
	1492

	IP Address Negotiation:
	request new IP address


General PPP Parameters

	PPP-Connection type
	PPPoE

	Default Router:
	Yes

	Internet Access:
	Yes

	Name of the Internet Service Provider:
	XDSL

	PPP Default Header:
	Yes

	IP Header Compression:
	No

	Send LCP Echo Request:
	Yes

	Automatic PPP Connection:
	Disabled

	Automatic PPP Reconnection:
	Disabled


Short-Hold 

	Short Hold:
	Yes

	Short Hold Time (sec):
	100


Authentication 

	PAP Authentication Mode:
	PAP-Client

	CHAP Authentication Mode:
	Not used

	PPP User Name:
	1234567890#0001@t-online.de


Data Compression 

	STAC Data Compression:
	No

	MPPC Data Compression:
	No


Address Translation 

	NAT:
	Enabled

	Address-Mapping:
	Disabled


QoS Parameters of Interface 

	Bandwidth of Connection (Kbps):
	128

	Bandwidth Control for Voice Connections:
	Disabled

	Bandwidth Used for Voice/Fax (%): 
	100

	QoS Capability:  
	Identical


5.6 MAC Address Filtering with PPPoE DSL connections (G40117)

A special MAC filter rule has to be configured, when MAC address filtering and internet access via PPPoE is used on the same board (Explorer -> Security -> MAC Address Filtering -> Add MAC Address Filtering Rule):

The flag “For PPPoE Connections” has to be checked in this special filter rule. An IP address has not to be configured. The MAC-Address is from that device, which provides internet access (DSLAM). The correct MAC address can for instance be retrieved from a LAN trace captured with Ethereal. Note, that the MAC address that may be printed on the DSL modem, can not be used for this purpose!

5.7 VPN
5.7.1 VPN + IP-Mapping (remote access via SIRA)

Please note the following hints, when HG1500 is used with IPSec and as "Single Point of Access" (SPoA) with IP mapping at the same time:

IP-Mapping:

· any device, that has to be accessed via SIRA, needs an IP-mapping entry in HG1500 (even the SPoA itself)

· IP map for SPoA: global and local IP map address are equal to the "IP address of local PSTN interface"

Static Routes:

· A static route has to be created for the SIRA subnet. The "destination network/host" is the accessing SIRA network (e.g. Germany: 10.0.252.32/29).

The route gateway is the SIRA-PSTN peer's remote ip address.

· A static route has to be created for every device behind the SPoA. The "destination network/host" is the global ip mapping address or subnet (device's VPN-address in SIRA). The route gateway points to LAN1 ip address or another valid gateway in LAN. 

VPN rules:

· PASS rules have to be created for SIRA network (e.g. Germany: 10.0.252.32/29) accessing all global ip mapping addresses (device's VPN-addresses in SIRA).

· Additionally there have to be configured PASS rules for SIRA network (e.g., Germany: 10.0.252.32/29) accessing the mapped local ip addresses/subnet in LAN.

5.7.2 VPN rules for internet access via IPSec-tunnel (host = 0.0.0.0)

VPN rules with the host address "0.0.0.0" are bound to "every interface" of HG1500. As soon as there is a VPN tunnel involved in such a rule, this may have significant impact to VPN rules with lower priority. In this case there may be ip packets dropped, despite of existing pass rules with same/lower priority!
For all VPN rules, managing encrypted ip traffic to/from internet, the ip range "0.0.0.1-255.255.255.254" must be used instead of host "0.0.0.0"!

If the "0.0.0.0"-rule has the the lowest priority of all pass rules, then host "0.0.0.0" ist allowed (usually: "PASS ENCRYPTED traffic FROM "0.0.0.0" TO "0.0.0.0" RECEIVING FROM tunnel Teleworker")!

5.7.3 VPN with T-DSL Business and fixed IP

All T-DSL lines usually use PAP-Authentication (PAP-Client) for PPPoE dialup. 
After configuring a fixed IP at the "T-DSL Business Kundencenter" website, the DSL requires CHAP authentication. The HG1500 DSL interface now has to be configured with PPP authentication mode PAP-Client (password is meaningless) and CHAP-Client (password is checked by ISP) simultaneously!

5.7.4 VPN with T-DSL Business and 24 hour disconnect event

Deutsche Telekom disconnects the PPPoE connection, even on symmetric T-DSL-Business lines with fixed IP, every 24 hours. For this reason, any IP- / VoIP- connection via VPN will be disconnected in case of PPPoE disconnect.
After every PPPoE disconnect event, the HG1500 will directly establish a new PPPoE connection when "automatic PPP reconnection" is enabled in DSL interface. However, VoIP-connections via VPN will be disconnected in this case. The "Maintenance->Actions->Automatic Actions->Garbage Collection" feature can be used, to reset the HG1500 once in low traffic time periods. After this reset, the T-DSL disconnect timer will be synchronized to 00:00 hours.
A scheduled PPPoE disconnect + reconnect without reset will be implemented soon.

It is highly recommended to activate “Send LCP echo request” in the HG1500 DSL interface, to monitor the PPPoE connection status.

5.7.5 IPSec-Stack and ARP-Spoofing protection

The IPSec-Stack is enabled by default (Enhanced B-channels = off) in HG1500. It provides protection against ARP spoofing. This means, only replies to ARP requests sent active by HG1500 will update the ARP cache in HG1500. The ARP chache timeout is 10 min. This has impact on exchanging IP devices (same IP address, new MAC address):

IPSec disabled:
On swapping an IP device, it may take up to 10 minutes for the device to get an IP connection to HG1500.

IPSec enabled:
On swapping an IP device, the device may not get any IP connection to HG1500. Disabling and enabling of IPSec or reset is required in this case, to update MAC address inside IPSec-Stack (MR: G03988).
5.8 Diagnostic

Via WBM -> Maintenance _> Actions ->  AllLogs it is now possible to download all important diagnostic files as one compressed file (zip) at once.

The file contains:

Eventlog

Trace

corelog.txt

ddclog.bin 

ddclog.txt 

memviola

ramtrace.txt 

admlog.txt

ppplog.txt

reboot.txt

6 Restrictions


This chapter contains the restrictions that are valid for HiPath HG1500 V3.0 for H3KV5
List of restrictions:


Automatic IP-Address recognition is not released

WBM, Browser Software:
Netscape is not supported


WBM with Windows 95/NT 3.5/ME is not supported

G03988: IPSec: ARP cache not updated, after changed MAC but same IP

F95096: Jitter Buffer values other than 60ms cause bandwidth control malfunction

32 B-Channels only for HXGM3 and STMI2

Reduced functionality of VCAPI applications

Per Call Statistics may show wrong results

VPN with dynamic IP addresses and DNS names is not released 

DynDNS registration of HG1500 is not released

Clear channel over PPP is not supported

7  Service Guideline / hints

Do not download software when you have active calls established on the gateway. The download software will have an impact on the speech quality 

Setting of the IP address via arp command is not possible

Use the CLI command line to set the IP address

No administration with Manager E possible during high traffic situations

WBM: Network delay values will not be shown correctly

WBM: In case of high load with LAN-LAN traffic higher than 4000 packets/s there is no administration possible

Supported codecs for IP Trunking via PPP: G.723 or G.729

Sporadically it might happen that Software Update over WBM is not working properly. Workaround: Activate Admin Trace Level 3. Only STMI relevant.
 Operational Notes

This section provides additional information regarding the installation and configuration of HiPath 

HG1500 V5.0

The software will always be released as a full SW bind, containing all necessary components 

7.1 Operating Hints

The following tables list operational hints regarding the operation of the HiPath HG1500 V5.0 for H3KV5.0 system. Hints are presented by category in order to help you to find a specific issue. 

7.1.1 Operating hints for OAM

	ID
	Description
	Hint

	OAM1
	Traces can impact the response time
	Set traces only in coordination with level 3 support or development. 

	OAM2
	Problems when installing a SW Image via boot command line (cleaned Flash)
	See Attachments 1

	OAM4
	Gateway reboots by starting

your Service PC
	Do not start your Service PC if the COM port is connected via V.24 cable to the HG1500. Windows will send a CRTL+X to the V.24 interface to initialize the COM Port.

The HG1500 interprets a CRTL+X as a reboot request

	OAM5
	Problems when using Netscape Browser 4.7
	Netscape is not supported

	OAM6
	Changing priority of audio codecs
	When changing the priority of an audio codec or enable/disable an audio codec in H.323 parameters, you have to restart the gateway to make the change work!

	OAM7
	Compression of codecs
	G711     = 64 kbit/s

G723     = 6,3 kbit/s

G729A   = 8,1 kbit/s

G729AB  = 8,1 kbit/s

	OAM8
	Default Gateway Configuration for HG1500 V3.0 for H3KV5
	If you don’t have a default gateway in the customer IP-network, then you have to configure the IP-Address of the HG1500 V5.0 for H3KV5.0 (used for HIP Access) as default gateway for the HIP-Forwarding of the HiPath 3000. 

	OAM8
	Deployment Service (DLS SNMP Proxy) and Webbased Simulation Tool (WST) are not working on same PC (by default)


	Deployment Service and Webbased Simulation Tool are both listening on the same TCP port 8085. They can therefore not be used simultaneously on the same PC. Workaround: The SNMP Proxy Service can temporarly be disabled on the service PC, as long as WST tool has to be used. 


7.1.2 General Operating Hints:

	ID
	Description
	Hint

	GEN1
	Changing station number of OP400 phone, sporadically the phone doesn’t register anymore
	Go into configuration settings of OP400 and set the IP address to the old value. OP400 is now asking for a restart of the Phone.

Settings will now be activated. 

	GEN2
	After reset of HG1500 V3.0 for H3KV5 OP400 doesn’t come in service for a while
	In the display of the phone can be seen:

“PABX not found”. Press the right arrow key as long as you get the display message “Start phone”. Confirm the demand. If the phone doesn’t come in service yet it’s necessary to make a power reboot of the phone.

Unplugging and plugging of the LAN cable is not sufficient

	GEN3
	Ring even though OptiPoint 400 is logged off
	By unplugging the OP400 from LAN or from the Power Supply the ringing user gets ringbacktone. HG1500 V3.0 for H3KV5 is working in this way because only in this way the calling list can be handled.


Initial loadware installation via BOOT-CLI.


SW Installation via Boot CLI

For correct SW installation on the HG1500 gateway via Boot CLI a certain handling is necessary!

Prerequisites:

· TFTP server running on host; in the TFTP directory the self-extracting image HI-G15.56.002 (the actual loadware) is available 

· Console connected to HG1500 via V.24 interface with a normal Terminal (speed 19200, 8-N-1 for HXG, 38400 8-N-1 for STMI)

The following steps are necessary (all via Boot CLI):

1. Format Flash 

Reboot the gateway and press any key when the following string is displayed “Press any key to stop auto-boot”.  Now you get the BOOT CLI prompt. Enter the command ‘y’ to format the flash. (A low-level format flash will take approx. 2mins before the Boot-CLI Prompt is showed again).

2. Change the Bootline parameters for loading the Software image

First the boot parameters have to be changed using 'c' command;

This command asks for a lot of parameters (please enter the following values):
boot device

: emac0 (means LAN Interface)
processor number
: 0  (stay as it is)
host name

: <optional:name of host where TFTP server runs>
file name

: HI-G15.56.002.inst
inet on ethernet (e)
: <IP address of HG1500 inclusive subnet mask in hex-mode (e.g 192.1.110.132:ffffff00)>
inet on backplane (b)
:
host inet (h)

: <IP address of host where TFTP server runs>
gateway inet (g)

: <optional: IP-address of the default gateway for reaching the host>
user (u)


:
ftp password (pw) (blank = use rsh):
flags (f)


: 0x80 (use of TFTP) / 0x0 (use FTP)
target name (tn)

: <optional: logical name of HG1500>
startup script (s)

:
other (o)


: emac

When the BOOT parameters are set enter the command “z” to save the boot parameters.
  
3. Load SW Image into flash

Load Software image file into flash using 'w' (Lower case letter!) command

this command asks for a lot of parameters (please enter the following values):
[HG 1500 V3 Boot CLI]: w





Input a new suffix SW_IMAGE.x: 1    



Select the SW Image number i.e. 1
New image name: SW_IMAGE.001 ok (y/n)? y


Confirmation of the input
Attached TCP/IP interface to emac0.

Attaching network interface lo0... done.

Loading...






Loading the software from TFTP server
When the Software is loaded the system is asking for:

Change bootline to tffs ?> y




Confirm the question with “y”

Now the load has to be initiated:
At the Boot CLI prompt insert now '@'. 
Now the gateway will reboot and activate the downloaded software. The gateway will be running with a default configuration. 

The system is now ready to be installed from scratch (Default Database) or a saved Database can be restored. 
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